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contractor as a result of his manage-
ment discretion, e.g., the contractor’s 
personnel records. 

§ 5b.13 Fees. 
(a) Policy. Where applicable, fees for 

copying records will be charged in ac-
cordance with the schedule set forth in 
this section. Fees may only be charged 
where an individual requests that a 
copy be made of the record to which he 
is granted access. No fee may be 
charged for making a search of the sys-
tem of records whether the search is 
manual, mechanical, or electronic. 
Where a copy of the record must be 
made in order to provide access to the 
record (e.g., computer printout where 
no screen reading is available), the 
copy will be made available to the indi-
vidual without cost. Where a medical 
record is made available to a represent-
ative designated by the individual or to 
a physician or health professional des-
ignated by a parent or guardian under 
§ 5b.6 of this part, no fee will be 
charged. 

(b) Fee schedule. The fee schedule for 
the Department is as follows: 

(1) Copying of records susceptible to 
photocopying—$.10 per page. 

(2) Copying records not susceptible to 
photocopying (e.g., punch cards or mag-
netic tapes)—at actual cost to be deter-
mined on a case-by-case basis. 

(3) No charge will be made if the 
total amount of copying does not ex-
ceed $25. 

APPENDIX A TO PART 5b—EMPLOYEE 
STANDARDS OF CONDUCT 

(a) General. All employees are required to 
be aware of their responsibilities under the 
Privacy Act of 1974, 5 U.S.C. 552a. Regula-
tions implementing the Act are set forth in 
45 CFR 5b. Instruction on the requirements 
of the Act and regulation shall be provided 
to all new employees of the Department. In 
addition, supervisors shall be responsible for 
assuring that employees who are working 
with systems of records or who undertake 
new duties which require the use of systems 
of records are informed of their responsibil-
ities. Supervisors shall also be responsible 
for assuring that all employees who work 
with such systems of records are periodically 
reminded of the requirements of the Act and 
are advised of any new provisions or inter-
pretations of the Act. 

(b) Penalties. (1) All employees must guard 
against improper disclosure f records which 

are governed by the Act. Because of the seri-
ous consequences of improper invasions of 
personal privacy, employees may be subject 
to disciplinary action and criminal prosecu-
tion for knowing and willful violations of the 
Act and regulation. In addition, employees 
may also be subject to disciplinary action for 
unknowing or unwillful violations, where the 
employee had notice of the provisions of the 
Act and regulations and failed to inform 
himself sufficiently or to conduct himself in 
accordance with the requirements to avoid 
violations. 

(2) The Department may be subjected to 
civil liability for the following actions un-
dertaken by its employees: 

(a) Making a determination under the Act 
and §§ 5b.7 and 5b.8 of the regulation not to 
amend an individual’s record in accordance 
with his request, or failing to make such re-
view in conformity with those provisions; 

(b) Refusing to comply with an individual’s 
request for notification of or access to a 
record pertaining to hiem; 

(c) Failing to maintain any record per-
taining to any individual with such accu-
racy, relevance, timeliness, and complete-
ness as is necessary to assure fairness in any 
determination relating to the qualifications, 
character, rights, or opportunities of, or ben-
efits to the individual that may be made on 
the basis of such a record, and consequently 
a determination is made which is adverse to 
the individual; or 

(d) Failing to comply with any other provi-
sion of the Act or any rule promulgated 
thereunder, in such a way as to have an ad-
verse effect on an individual. 

(3) An employee may be personally subject 
to criminal liability as set forth below and in 
5 U.S.C. 552a (i): 

(a) Any officer or employee of an agency, 
who by virtue of his employment or official 
position, has possession of, or access to, 
agency records which contain individually 
identifiable information the disclosure of 
which is prohibited by the Act or by rules or 
regulations established thereunder, and who, 
knowing that disclosure of the specific mate-
rial is so prohibited, willfully discloses the 
material in any manner to any person or 
agency not entitled to receive it, shall be 
guilty of a misdemeanor and fined not more 
than $5,000. 

(b) Any officer or employee of any agency 
who willfully maintains a system of records 
without meeting the notice requirements [of 
the Act] shall be guilty of a misdemeanor 
and fined not more than $5,000. 

(c) Rules Governing Employees Not Working 
With Systems of Records. Employees whose du-
ties do not involve working with systems of 
records will not generally disclose to any 
one, without specific authorization from 
their supervisors, records pertaining to em-
ployees or other individuals which by reason 
of their official duties are available to them. 
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